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The organizers of the International Process Safety Day, the Center for Chemical Process Safety 

(CCPS), IChemE Safety Centre (ISC), Mary Kay O'Connor Process Safety Center (MKOCPSC), the 

European Process Safety Centre (EPSC), and the Fire and Blast Information Group (FABIG)) are 

committed to respecting and protecting your privacy and treating information about you with care 

and respect. 

This policy has been designed to help you understand what information will be collected, how it will be 

used, and the choices you have regarding its use. 

 

Collection of personal information 
When you register for the International Process Safety Week through the event’s website, your name, 

email address, country, industry, experience level/job title, and membership status will be collected. 

This information will be used to enable you to access the event and to enable us to statistically assess 

interest and attendance. 
 

To deliver the event’s content and related services, the event website will automatically collect technical 

data (e.g., device identifiers, IP address, operating system, browser type, how you arrived on the website 

(“referrer”), and parameters on the URLs of inbound links). None of this data will be used to identify you 

individually or for any purpose other than the technical operation of the website. 
 

The event website uses “cookies” as described in the Cookie Policy. If you are not sure what cookies are, 

or how to control or delete them, then we recommend you visit www.aboutcookies.org for detailed 

guidance. 

 

Who will have access to the information 
Your information will not be sold, rented or shared with third parties, except where required by law. 

 

How will your information be used? 
 

Your email address may be used to send you reminders as the event's start date approaches. 
 

Your registration and attendance data will be used to evaluate the number of attendees by country, 

industry, experience, and membership of any of the organizers. These statistics will be analyzed in 

aggregate to identify initial and year-over-year trends, without identifying individual participants. 
 

How will your information be retained? 
Your information will be retained for 1 year after the event, during which time the event archive will be 

available on the website for you to access. All individual data will be deleted when the event website is 

retired, one year after the event. During this period data will not be used for any other purpose than 

enabling you to register and access the event and to enable the organizers of the even to evaluate the 

number of attendees by country, industry, experience, and membership of any of the organizers.

https://www.vfairs.com/privacy-policy/?utm_source=events&utm_medium=osano-cookie&utm_campaign=osano-consent
http://www.aboutcookies.org/


How secure is your information? 
 

The security, integrity, and confidentiality of your information are extremely important to us. To protect 

your information, we have partnered with a technology provider that has implemented robust 

organizational measures to ensure high levels of security. You can learn more about their commitment 

to cybersecurity and privacy by visiting the following links: 
 

https://www.vfairs.com/gdpr-compliance-policy/ 
 

https://security.vfairs.com/ 

 

Your rights 
Under EU data protection law (GDPR), you have rights we need to make you aware of. The rights 

available to you depend on our reason for processing your information. 
 

•   Access: The right to be provided with a copy of your personal information (the right of access). 

•   Rectification: The right to require us to correct any mistakes in your personal information. 

• To be forgotten: The right to require us to delete your personal information—in certain 

situations. 

• Restriction of processing: The right to require us to restrict processing of your personal 

information—in certain circumstances, e.g. if you contest the accuracy of the data. 

• Data portability: The right to receive the personal information you provided to us, in a 

structured, commonly used and machine-readable format and/or transmit that data to a third 

party—in certain situations. 

• To object: The right to object: —at any time to your personal information being processed for 

direct marketing (including profiling); —in certain other situations to our continued processing 

of your personal information, e.g. processing carried out for the purpose of our legitimate 

interests. 

• Not to be subject to automated decision-making: The right not to be subject to a decision based 

solely on automated processing (including profiling) that produces legal effects concerning you 

or similarly significantly affects you. 
 

California Civil Code Section 1798.83 permits our customers who are California residents to request 

certain information regarding our disclosure of personal information to third parties for their direct 

marketing purposes. 
 

The application of these rights depends on the circumstances. If you would like to exercise any of these 

rights, please let us know, and we will discuss the matter with you. 

https://www.vfairs.com/gdpr-compliance-policy/
https://security.vfairs.com/

