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Introduction 
This presentation will provide: 
1.  Tips and best practices of how to get started in your new role as a 

HIM supervisor. 

2.  High level overview of HIM Supervisor responsibilities. 
3.  Standard HIM requirements for accreditation and HIM program 

management. 



    
 
    

 

Supervisor Checklist 

This check list can 
be used 
as a guide to assist 
you. 
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Meet-N-Greet 
Sponsor a Meet-n-Greet to get to know your HIM staff. 

• Have a mini-reception 

• Newsletter – mini story 

• Email - Introduction 
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Staffing 
• Find out from Finance the total FTEs and vacancies. 

• Create a Dept. roster. 
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Staff Worksheet 
Establish a CAPHR Worksheet. This will assist you with knowing where your 
employees are in Grade and Step Increase. 
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HIM Position Description 
Catalog you HIM Position Descriptions. This will help determine if they need to 
be updated. 
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HIM Organization Chart 
• Include PCN 

• PD # 

• # of employees 

8 



      

 

   

    

PMAP 
• Do all employees have one on file? 

• Creating new PMAP 

• Keep it simple 

• Create a evaluation worksheet 
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Creating PMAP 
Target the major components of the job: 

1. Coding 

2. Timeframe for compliance 

3. Productivity 

4. Data Quality 

5. Maintaining a legal medical record 
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Coding PMAP - Example 
In accordance to the ORAP Internal Control Policy, all visits must be coded within four (4) days of 
visit, based on a random sample of 25 encounters: 

AO: All twenty-five (25) encounters coded same day. 

AM: 20-24 encounters coded within 2 days. 

AE: 15-19 encounters coded within 4 days. 

PA: 10-14 encounters coded 5-7 days after encounter date. Needs improvement. 

UR: Nine (9) or more encounters coded after 8 days or more. Unacceptable. 
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Coding PMAP - Example 
Random review of twenty-five (25) encounters for medical coding proficiency and competency by 
coding auditor for the rating period: 
1. All diagnoses and procedures identified with appropriate codes for all services provided. 
2. Coding specificity. No "unspecified" or "not elsewhere classified" codes used. 
3.  All ICD-10, CPT and HCPCS codes are correctly assigned, with G-Codes and Modifiers, when needed. 
4. E&M codes appropriately assigned. 
5. Codes are appropriately sequenced for encounter. 

◦ AO: All twenty-five (25) encounters met criteria. 

◦ AM: 20-24 encounters met criteria. 

◦ AE: 15-19 encounters met criteria. 

◦ PA: 10-14 encounters met criteria. Needs improvement. 

◦ UR: Less that nine (9) encounters met criteria. Unacceptable. 
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Competencies 
Keep it simple with key components. 
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Equipment Use Competencies 
• Problem-prone equipment 

• High-usage equipment 
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Mandatory In-Services 
•Tracking by employee & by topic 
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Employee Folders 
Annually Review Accreditation Requirements for Employee
Files, include: 
• Position Description 
• Training certificates 
• Current SF-50 
• Criminal check 
• Health screening 
• Licensure and Credentials 
• Orientation sheet 
• EMAP 
• Competencies. 
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 Work Schedule 
• Create a work schedule grid 

• ITAS – Future leave requests 

• Union Collective Bargaining Agreement 
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Equipment 
• Inventory 

• Preventative Maintenance 

• New equipment needed 
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HIM Projects 
• What is currently being worked on? 

• What’s the status and target completion date? 

• Identify Future projects 
• Who can be designated a Lead? 
• Who is your SME? 
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Health Centers/Health Stations 
• Schedule site visit 

• Is HIM department in compliance? 

• What assistance is needed? 

• Monthly HIM meeting. 

20 



     

  

  

 

HIM Reports 
• Type of required reports 

• Leadership 

• Governing Body 

• Revenue 
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 Workload Statistics 
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EHR Status 
Is the facility 100% electronic? 

• BCMA 

• VistA Imaging 

• DENTRIX 
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 Facility Orientation 
1. Business Office 

2. Purchased Referred Care 

3. Clinical Chairs 

4. MU Coordinator 

5. Risk Manager 

6. Compliance Officer 

7. Nursing 
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Identify Training Needs 
Identify training for HIM Staff: 
• Assess training needs after meeting with staff 
• Who are the HIM SMEs? 
Identify training for yourself: 
• ITAC, Concur, ITAS, Secure Data Transfer, etc. 
• RPMS EHR – Supervisor keys 
• VisTA Imaging (Keys) 
• Federal, State and local laws and regulations 
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Tips 
• Create a master “To Do” list by HIM Section/Topic 

• Use post-it-notes to identify what two things to complete
that day 

• Feel good about completing the task no matter how small 

• Get organized – Set up your office and keep it tidy 

• Create worksheets 

• Create folders. 
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More Tips 
• Read policies, procedures, bylaws etc. 

• Use only one calendar for your schedule 

• Have routine documents handy for access 

• Establish email folders 

• Set up one day every quarter to clean up files 
(electronic/paper) 

• Use Microsoft outlook to set up reminders. 
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 Time Management 
• Allocate certain day of the week to work 

on issues 

• Designate time to read emails – reply, file 
or delete 

• Start on new or complicated projects early 
in the work week 

• Delegate. 
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 Personal Tips 
• Know that you will always be “BUSY” 

• Always expect the unexpected 

• Accept the fact you will never get caught up 

• Appreciate those rare times of recognition or thank you 

• Don’t put dedication before your health and well-being 

• Know that work will always be there 

• Have humor! 
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Introduction 
This session of the presentation will provide a 

1. High level overview of HIM Supervisor responsibilities 

2. Use of system applications by HIM 
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    Ethics of the HIM Professional 
•I H S Code of Ethics 

•AHIMA Code of Ethics 

•Standards of Ethical coding 

•Standards for ethical clinical documentation integrity professionals 
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https://www.ihs.gov/ihm/pc/part-3/p3c23/


 

 Team Work 
•Leadership 

•Health Informatics 

•Providers 

•Business Office 

•Patients 

•Insurance Companies 

•Attorneys 

•Coworkers 
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  RPMS Application Coordinators 
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Leadership 
•Headquarters, Area, Service Unit, Division 

•Health Board 

•Governing Body 

34 



Indian Health Manual, Chapter 3, Part 3 
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Hospital Accreditation 
•Access to Accreditation Standards and CMS Conditions of Participation 

Information Management, Record of Care, National Patient Safety Goal, 
Patient Rights 

•When is next survey? Hospital or Lab 

•Do you need to follow up on any items 

•Are Chart Reviews conducted? 
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AAAHC Sample Clinical Records Audit Tool 
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  Policies & Procedures 
•To meet Accreditation standards, Conditions of Participation, etc. 

•Keep up to date according to Service Unit, State and Federal laws 

•Be familiar with your policies 

•Reference and follow 

•Easily accessible by staff 
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 Medical Staff By-Laws/Rules & Regulations 
•Medical Record content: 

H&P 

Discharge Summary 

Operative Report, etc. 

• Privileges 

• Administrative Closure of incomplete notes 

• Timely completion of documentation 
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HIPAA 
•Mandatory Privacy Training and Information Systems Security Awareness 
Training 
•Receipt of the Notice of Privacy Practice (NPP) 
•NPP is posted throughout facility with contact to report any concerns 
•Use secure data transfer to send any PHI/PII. 
•Ensure your organization is committed to protecting the patient's health
information 
•Access PHI only for business need to know to perform the job 
•I H S HIPAA Forms, Policies and Procedures 
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https://www.ihs.gov/privacytraining/index.cfm
https://www.ihs.gov/issa/
https://www.ihs.gov/issa/
https://securedata.ihs.gov/bds/Login.do
https://www.ihs.gov/HIPAA/


   

   

    

       

 Privacy Program 
• Facility Privacy Liaison designation 

• Privacy Orientation & Training 

• Process of handling complaints, investigations, and audits 

• Incidence Reporting Tracking System Records Management – maintaining 
files 
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  Privacy Incident Reporting 
•Privacy incidents are those incidents that involve PII/PHI in any way e.g. 

Damaged or lost records, (any damaged or lost record, not just medical records) 

Misdirected faxes 

Unsecure PHI/PII in unsecure Email (sent or received) 

Lost PIV 

Lost computer 

Unattended PIV 

Lost Government Cell Phones 

Unauthorized Access 

Unauthorized Disclosure 

Unattended Computer (logged in) 

Documents containing PHI left on a printer or fax machine or copier 

Patients 1 Medications/records given to Patient 2 
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  Privacy Incident Reporting 
ALL staff are required to report privacy incidents within 1 hour of discovery. Link for reporting IHS Privacy Incidents 

In addition, reports that do not contain PHI/PII can be made by emailing ihsprivacyincidents@ihs.gov 

Before an investigation can be completed, we must receive a complaint in writing. Be sure this is a true complaint and 
not something like “see who was in my records”. 

No investigation should ever begin without an incident number from Privacy Incident Response. 

Alternately, we conduct our monthly monitoring of all staff access, including area office staff, under §164.308(D). If we 
as HIM Directors see suspicious activity, we can file an F07-02b form here:
https://hqabqdispswhd01.d1.na.ihs.gov/helpdesk/WebObjects/Helpdesk.woa/wo/3.7.21.1 and our filing of the IRF 
serves as a written complaint. 

Retain this complaint or the SPT report with your investigative file which must be retained for six years. 

ALL staff are required to cooperate with the privacy investigator. 

ALL staff are permitted to contact either the Area Privacy Official or the IHS Privacy Officer, without fear of retaliation
or reprisal. 

Privacy Officials are required by law to protect all staff who file a privacy incident. No disclosure of the reporters name 
is permitted. 
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https://hqabqdispswhd01.d1.na.ihs.gov/helpdesk/WebObjects/Helpdesk.woa
mailto:ihsprivacyincidents@ihs.gov
https://hqabqdispswhd01.d1.na.ihs.gov/helpdesk/WebObjects/Helpdesk.woa/wo/3.7.21.1


              
  

      

   

 Sensitive Patient Tracking and User Security Audit
(BUSA) 
•BUSA is a utility that enables capture and tracking of all user activity relating to 
patient-data querying, adding, editing, copying, deleting, and printing 

•Employees be advised - No right to privacy 

•Both used for privacy investigations 
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https://www.ihs.gov/rpms/packagedocs/BUSA/busa0100.04u.pdf


                
               

 
          

              
         

            
       

        
        
       

           

  Release of Information 
•To ensure that PHI is disclosed in accordance with all state and federal laws, health information management
professionals and management must be diligent in their efforts to ensure that all requests for PHI adhere to
all regulatory requirements. 
•Have current policies and procedures for release of information (ROI) and review them annually 
•Have a commitment to the compliant and timely disclosure of PHI, must be completed within 30 days 
•Knowledgeable, experienced, and well-trained staff ensure disclosures are compliant and requests are
processed efficiently. 
•Highly Sensitive PHI –HIV/AIDS, STD, testing for cancer or other live threatening illnesses, sexual abuse or
assault, mental health, alcohol or substance abuse (CFR Part 2) 
•Know where these type of data is captured, note titles 

Minors Adoptions FMCRA cases 
Restrictions Sensitive Patient Patient Flags 

•Use the RPMS ROI module to record, track the requests and disclosures. 
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https://www.ihs.gov/ihm/pc/part-2/chapter-7-health-insurance-portability-and-accountability-act-privacy-rule-and-the-privacy-act/


IHS 810 
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   I H S Policies - Release of Information 
RPMS Release of Information Disclosure User Manual 

PROCEDURES FOR PATIENTS' RIGHTS TO ACCESS, INSPECT, AND OBTAIN A COPY OF THEIR PHI 

Procedures for Access to Deceased Patient Records or Records of Non-U.S. Citizens not Lawfully Admitted for Permanent Residence 

Request for Access to Deceased Patient Records by Persons Who Are Not The Deceased Patient's Personal Representative 

PROCEDURE FOR MATTERS RELATED TO ACCOUNTING OF DISCLOSURES OF PHI 

PROCEDURE FOR THE USE OR DISCLOSURE OF HEALTH INFORMATION PURSUANT TO AUTHORIZATION OR VALID WRITTEN REQUEST 

PROCEDURE FOR SENDING AND RECEIVING PHI BY FACSIMILE 

PROCEDURE FOR THE MAINTENANCE, USE, AND DISCLOSURE OF PSYCHOTHERAPY NOTES 

PROCEDURE FOR ACCESS TO OR DISCLOSURE OF PHI OF UNEMANCIPATED MINORS 

PROCEDURE FOR THE USE AND DISCLOSURE OF PHI FOR EMANCIPATED MINORS AND ADULTS WITH PERSONAL REPRESENTATIVES OR LEGAL 

GUARDIANS 

PROCEDURE FOR VERIFICATION OF IDENTITY PRIOR TO DISCLOSURE OF PHI 

PROCEDURE FOR THE DISCLOSURE OF PHI TO LAW ENFORCEMENT OFFICIALS 

Procedure for limiting the use or disclosure of and requests for PHI to the Minimum Necessary 

IHS Patient Forms 
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https://www.ihs.gov/rpms/packagedocs/BRN/brn_020.01u.pdf
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ttps://www.ihs.gov/ihm/pc/part-2/chapter-7-health-insurance-portability-and-accountability-act-privacy-rule-and-the-privacy-act/
https://www.ihs.gov/forpatients/patientforms/


 

  

     

  
       
     

 Standard Code Book 
•Clinic Code definitions 

• Provider Codes 

• ASUFAC Codes 

• Used for workload and user population reporting 

• NPIRS - National Data Warehouse 
- Data transmission to NPIRS on regular basis 
- For workload and user population reporting 
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     Federal Medical Care Recovery Act (FMCRA) 
•HIM will enter in database and follow up on case to accurately capture the visits 
related to the accidents or injuries caused by third party 

•Work with Office of General Counsel representative 

•Communicate with other departments, Business Office, PRC 

•FMCRA Policy 

•FMCRA Database 

•IHS-961 IHS Agreement to Assign Claim Upon Request Form 

•IHS 810 – Authorization for Use or disclosure of protected health information 

•Use secure email to transmit PHI: Secure Data Transfer 
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https://www.ihs.gov/ihm/circulars/2006/reporting-third-party-tortfeasor-claims-and-recovery-of-funds-under-the-federal-medical-care-recovery-act/
http://fmcra.oklahoma.ihs.gov/fmcra_login.cfm
https://intranet.hhs.gov/form/ihs-961-ihs-agreement-assign-claim-upon-request-form
https://www.ihs.gov/sites/forpatients/themes/responsive2017/display_objects/documents/patientforms/IHS-810.pdf
https://securedata.ihs.gov/bds/Login.do


    
      
       

       
 

  
    

Risk Management 
• Tort & Subpoena 
• What is the process? 
• Who is the contact person? 

• Locked Files (electronic/paper)
• Process, approval authority 

• Adoption Process 
• Registration, timeliness, paper chart process 
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 Committee Membership 
• Revenue Committee 

• Utilization Review 

• Executive Committee 

• CAC Committee 

• Clinical Practices Committee 

• HIM/E H R/Informatics/Forms Committee 

• Quality Care Committee 
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HIM/EHR/ Forms Committee 
•Purpose is to establish and define policies and procedures for a multi 
disciplinary committee responsible for the oversight of the Service Unit health
record and the ongoing records review program. 

•Review of templates, documents scanned into Vista Imaging accurately 

•All documentation shall be available electronically 
- EHR Templates, Vista Imaging, Dentrix, BCMA 
- Paper charts no longer maintained 

•I H S Standard Forms - HHS Intranet 
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Archiving Records 
Per NARA’s strategic plan, all paper records shall be sent to Federal Records 
Center. 

NARA will no longer accept paper records for long-term storage. 

The deadline has been extended to June 30, 2024 for final shipment of records 
with approved accession/transfer numbers to assigned Federal Records Center. 
Check with your designated Area Records Liaison Officer for internal final dates. 
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 Workload Reports 
•Vista Imaging QA 

•ROI Productivity 

•Unsigned notes 

•VUA – view user alerts 

•PDP – Duplicate Charts 

•Temporary Charts 

•Determine the type, frequency, reporting to whom 
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Staffing 
•IHS RRM (Resource Requirements Methodology) 

•IHS Use for additional staffing 

• Evaluate current productivity 
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   Personal Health Record/Direct Messaging 
•Enroll your patients to provide timely access to their own health information 

•Patients are able to communicate electronically between patient and
designated staff. 
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 Patient Flags 
•Establish a policy & procedure 

•Avoid flag fatigue 

•Identify who is responsible to run reports to monitor the PRFs on regular basis 

•Identify who can add a flag 

•Inactive PRF when no longer needed 
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Internal Controls Standards 

•IHS Third Party Internal Controls 

•Office of Inspector General - Introduction to Internal Controls 
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Coding 
•Revenue Operations Manual 

•Monitor Coding Productivity and Backlog 

•Error Report Management 

•Establish coding accuracy and productivity standards 

•Audit and Train 

•Provide Resources 
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Freedom of Information Act (FOIA) 
•A request from any person for access to: 
•Agency program files 
•Personal records on another individual 
•Personal records about himself/herself that are not filed within a Privacy Act system 

of records. 

•Any FOIA requests or questions that are received by program offices must be 
forwarded immediately upon receipt to the HQ FOIA staff to IHSFOIAMailbox@ihs.gov 

•Time sensitive requests 

•Headquarters FOIA staff are only allowed to release FOIA documents 

•I H S FOIA website 
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Research 
I H S does not provide researchers or students with direct access to 
RPMS/ E H R for research purposes. 

I H S makes disclosures to researchers with an IHS Institutional Review 
Board (IRB) approved research protocol 

IHM Chapter 7 Research Activities 

Procedure for the Use and Disclosure of PHI for Research Purposes 

Procedure for creating a Limited Data Set 

Procedure for De-identification of PHI and Subsequent Re-identification 

IHS PROCEDURE FOR LIMITING THE USE OR DISCLOSURE OF AND 
REQUESTS FOR PHI TO THE MINIMUM NECESSARY 
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https://www.ihs.gov/ihm/pc/part-1/p1c7/
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https://www.ihs.gov/ihm/pc/part-2/chapter-7-health-insurance-portability-and-accountability-act-privacy-rule-and-the-privacy-act/


       

      

          

          

  

  

 Contingency Plan 
•Be familiar with HIM role in your contingency Disaster Management plan 

•Use paper PCC Form during system down time 

•Know how the information will be entered once system is restored 

•Ensure PCC forms are available in clinical areas or stocked in HIM 

•Update provider signature log 

•Employee call back list 
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Area HIM Consultant Email 

Alaska 

Albuquerque Jacque Candelaria Jacque.Candelaria@ihs.gov 

Bemidji Heather Goudreaux Heather.Goudreaux@ihs.gov 

Billings Crystal Casey Crystal.Casey@ihs.gov 

California Martha Ross Martha.Ross@ihs.gov 

Great Plains Carla Reumann Carla.Reumann@ihs.gov 

HQ Federal Lead Brian Burrell Brian.burrell@ihs.gov 

HQ HIM Informatics Tammy Crazy Bull Tammy.crazybull@ihs.gov 

Nashville Kristina Rogers 

Navajo Vacant 

Kristina.Rogers@ihs.gov 

Oklahoma Jennifer Farris Jennifer.Farris@ihs.gov 

Phoenix Patricia Cerna Patricia.Cerna@ihs.gov 

Portland Deidra Jackson Deidra.Jackson@ihs.gov 

Tucson Vacant 
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Links to References and Resources 
I H S FOIA website 

Complying with Medicare Signature Requirements 

Standard Code Book 

I H S HIPAA Forms, Policies and Procedures 

I H S Standard Forms - HHS Intranet 

Office of Inspector General - Introduction to Internal Controls 

IHS Third Party Internal Controls 

FMCRA Policy 

IHS-961 IHS Agreement to Assign Claim Upon Request Form 

IHS 810 – Authorization for Use or disclosure of protected health information 

I H S PCC Suite Data Entry User Manual 

BUSA User Manual 

AHIMA 
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https://www.ihs.gov/foia/
https://www.cms.gov/Outreach-and-Education/Medicare-Learning-Network-MLN/MLNProducts/downloads/signature_requirements_fact_sheet_icn905364.pdf
https://www.ihs.gov/scb/
https://www.ihs.gov/HIPAA/
https://intranet.hhs.gov/working-at-hhs/ihs-forms
https://oig.hhs.gov/reports-and-publications/featured-topics/ihs/training/using-internal-controls/content/
https://www.ihs.gov/businessoffice/thirdpartyic/
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HIM Leadership 
• Managing the legal medical records 

• Ensuring compliance 

• Enforcing patient confidentiality 

• Advocating for the patient 

• Working towards one mission 



 
         
        
         

 
         
         

 Contact Information 
• Gary Russell-King 

Chief Medical Records Administrator 
Northern Navajo Medical Center 
505-368-6032 gary.russell-king@ihs.gov 

• Patricia Cerna, RHIT 
Phoenix Area HIM Consultant 
480-501-0122 patricia.cerna@ihs.gov 
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