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RELEASE OF 
INFORMATION (ROI) 
EVERYTHING YOU SHOULD KNOW AND MORE 
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OBJECTIVES 
•Overview of Patient Rights under the Health Insurance Portability and 
Accountability Act (HIPAA) 

• Review Release of Information (ROI) Process and IHS Forms 
• Request 
• Core elements 

• Valid Authorization 
• Compound Authorizations 

•IHS Policies – Release of Information 

•RPMS ROI Package (BRN) and Reports Overview 

•BRN Enhancements – New Features 



    
       

 
 

          

    
     

WHAT IS THE ROI PROCESS? 
• For each request, staff must validate a requestor’s

authorization 
• Locate records 
• Select requested documents 
• Review the record to ensure the authorization is valid for 

the release of all requested information 
• Prepare and send the request 
• Log the request in BRN package 
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ROI – DISCLOSING PATIENT IDENTIFIABLE 
INFORMATION (PII) 
ROI: the process of disclosing PII from the health 
record to another party 
Who makes these requests? 
◦ Individuals (Patients) or Personal Representatives 
◦ Family 
◦ Payers/Insurers 
◦ Government agencies (Social Security, HHS, etc.) 
◦ Public Health (child abuse services, STD’s, etc.) 
◦ Attorneys 
◦ Courts 
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DEFINITION OF PERSONAL 
REPRESENTATIVE 

• Under the Privacy Rule, a person authorized (under State 
or other applicable law, e.g., tribal or military law) to act on
behalf of the individual in making health care related 
decisions is the individual’s “personal representative.” 

• A personal representative may also authorize disclosures of 
the individual’s protected health information. 

6 



    
        

    
    

  
     

 
    

    
   

  

      
    

 
     

     
   

   

PERSONAL  REPRESENTATIVES’ 
AUTHORITY 
The personal representative has broad 
authority to act on the behalf of a 
living individual in making decisions 
related to health care, such as is 
usually the case with a parent with 
respect to a minor child or a legal 
guardian of a mentally incompetent 
adult, the covered entity must treat 
the personal representative as the 
individual for all purposes under the 
Rule, unless an exception applies. 

Where the authority to act for the 
individual is limited or specific to 
particular health care decisions, the 
personal representative is to be 
treated as the individual only with 
respect to protected health 
information that is relevant to the 
representation. 
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PERSONAL REPRESENTATIVES TYPES 
If the Individual is: The Personal Representative is: 

Adult or An 
Emancipated Minor 

A person with legal authority to make healthcare decisions on behalf of an individual 

Examples: Healthcare power of attorney, Court appointed legal guardian, general power of attorney of durable 
power of attorney for healthcare 

Exceptions: Abuse, neglect and endangerment situations 

Unemancipated Minor A parent, guardian, or other person acting in loco parentis with legal authority to make healthcare decisions on 
behalf of the minor child 

Exceptions: Parent and unemancipated minors, and abuse, neglect and endangerment situations 

Deceased A person with legal authority to act on behalf of the decedent or the estate (not restricted to persons with authority 
to make healthcare decisions) 

Examples: Executor or administrator of the estate, Next of kin or other family member (if relevant law provides 
authority) 
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WHEN CAN RECORDS BE RELEASED? 
• Facilities do not release a patient’s records to someone else without a

direct authorization to disclose the records to a third party form signed
by the patient. 
• If the patient is incapacitated or deemed incompetent, legal documents

must be drawn up and presented at the HIM department before another
person can access the records. 
• Documents, such as powers of attorney, grant different rights at different 

stages. 
◦ Some expire at the patient’s death, and others only become effective at that point. 
◦ Some may not be effective when the patient reaches “diminished capacity” and is 

in the greatest need of assistance managing his or her records. 
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WHAT ABOUT RELATIVES? 
• Patients don’t have an automatic right to one another’s records, 

even if they are married 
• Spouses can sign an authorization allowing their partner to have 

access 
• One estranged spouse may try to access the other’s medical records 
• Some patients may choose to not disclose certain medical treatment 

or testing information from their spouse, parent or family members 
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     WHAT ARE THESE REQUESTS USED FOR? 
•Continuity of Care 
•Patient  Requests 
•Payer  Requests 

•Legal/Litigation 
•Regulatory  Requirements  (public  health, disability, etc.) 
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OVERVIEW OF PATIENTS RIGHTS 
• Access 
• Revoke 
• Amendments 
• Restrictions 
• Accounting of Disclosures 
• Confidential Communications 



 

          
 
            

      
  

         

RIGHT TO ACCESS 

• Patients have the right to access and inspect his/her medical 
record (45 CFR §164.524) 
• Patient has the right to request a copy of his/her medical record 

(45 CFR §164.524) 
• 30/60 day response time.  This timeline changed – used to be 60 days to 

complete the request 
• If you decide to deny, this request must be in writing 
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PATIENT AUTHORIZATION 

• The Privacy Rule (45 CFR § 164.508(c)(1)) gives requirements for the patient 
authorization to release health information 

• IHS must obtain the individual’s authorization, unless the disclosure is 
otherwise permitted by another provision of the Privacy Rule 

• The authorization must meet all requirements of the Privacy Rule to be valid 
• In other words, you do not have to use the IHS-810 form, but the form does 

have to contain certain core elements to be accepted 
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CORE ELEMENTS OF A VALID 
AUTHORIATION 

• A meaningful description of the information to be disclosed 
• Name of the individual or the name of the person(s) authorized to make the

requested disclosure 
• The name or other identification of the recipient of the information 
• A description of each purpose of the disclosure (The statement “at the request 

of the individual” is sufficient when the individual initiates the authorization 
and does not, or elects not to, provide a statement of the purpose) 

• An expiration date or an expiration event that relates to the individual 
• A signature of the individual or their personal representative (someone 

authorized to make health care decisions on behalf of the individual) and the 
date 
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ADDITIONAL PATIENT AUTHORIZATION 
REQUIREMENTS 
• The following statements are also required to be on the

authorization: 
◦ The individuals right to revoke the authorization in writing, the

exceptions to this right, and a description of how he/she may
revoke it 

◦ Advise the patient that information released pursuant to the
authorization may be subject to the redisclosure by the
recipient and no longer protected 

◦ The inability to condition treatment, payment, enrollment or
eligibility for benefits on the authorization 
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VALID AUTHORIZATIONS 
• Patients are not required to use the IHS-810 but the request must have those 

elements to be considered valid 
• Must be in writing – we don’t honor verbal requests 
• State requirements vary and may require more information 
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TIP: KEEP A CHECKLIST FOR ROI STAFF 
• It may be easier for your staff to have a checklist they can refer to in order to 

ensure an outside authorization has the required elements 
• Sample checklist on next slide 
• If in doubt that the authorization is not valid, please send an IHS-810 form to 

the requestor to be completed by the patient 

18 



   
        

    

          
       

 

CHECKLIST FOR A VALID AUTHORIZATION 
•This checklist can be used by new ROI staff to 
verify the authorization has the required 
elements 

•It can also be used by HIM Directors as a QA or 
auditing tool when checking the work of the
ROI staff. 

19 



           
         

   
 

INVALID AUTHORIZATIONS 
• Invalid authorizations can not be processed by the ROI staff; explain 

to the requestor what is lacking or needs corrected. 
• Examples of invalid authorizations: 
• Incomplete (missing required elements or lacks signature) 
• Expired 
• Revoked 
• Contains information known by the facility to be false 
• Compound Authorization 
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SENSITIVE INFORMATION 
• Keep in mind that certain requests are for sensitive information 

such as: 
• AIDS/HIV 
• STD’s 
• Alcohol and Drug Abuse 
• Mental Health/Behavioral Health 
• Abuse (sexual, minors, etc.) 

• These conditions must be specifically indicated on the request 
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COMPOUND AUTHORIZATIONS 
• Compound Authorizations: authorizations that are combined with 

any other legal permission 
• Compound Authorizations are NOT permitted for the following: 
• Psychotherapy notes with a general authorization 
• General authorizations that conditions treatment, payment, 

enrollment or eligibility for benefits with another general 
authorization 
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INSTRUCTIONS FOR COMPLETING IHS 
810 

•The IHS 810 has instructions for completion on 
the back of the form, make sure to print both 
sides. 

•Make sure the ROI staff are familiar with these 
instructions so they can assist the requestors
and pull the correct information to be
released. 

•Note that e. and f. have specific instructions
regarding alcohol/drug abuse, HIV/AIDS, 
sexually transmitted diseases, mental health 
and psychotherapy notes. Patients must 
specifically indicate which notes they are
requesting and, in the case of psychotherapy
notes, may not be combined with other notes. 
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  COMPOUND AUTHORIZATIONS – IHS 810 
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 EXAMPLE - COMPOUND REQUEST 
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RIGHT TO REVOKE 
• The Privacy Rule gives individuals the right to revoke, at any time, 

an Authorization they have given. 
• The revocation must be in writing and is not effective until IHS 

receives it. 
• The written revocation is not effective with respect to actions IHS 

took in relying on a valid authorization. 
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IHS FORMS AVAILABLE 
• https://www.ihs.gov/forpatients/patientforms/ 
• IHS-810: Authorization For Use of Disclosure of Patient Information 
• IHS-963: Request for Confidential Communication by Alternate Means or 

Alternate Location 
• IHS-912-1: Request for Restrictions 
• IHS-912-2: Request for Revocation of Restriction(s) 
• IHS-913: Request for An Accounting of Disclosures 
• IHS-917: Request for Correction/Amendment of Protected Health Information 

27 
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IHS FORMS 
• Remember to use clean, readable copies of these forms 
• These are legal documents and are filed as Administrative 

documents in VistA 
• They are available for everyone to use on the IHS website 
• These forms are self-explanatory, but the IHS-810 and IHS-917 have 

detailed instructions for patients on the second page 

28 



     
   

    
       

     
       

  
         

       
       

      

INDIAN HEALTH MANUAL PART 2 CHAPTER 7 – 
HIPAA AND THE PRIVACY ACT 
• Many of these forms correlate with the Indian Health Manual, Part 

2, Chapter 7 – Health Insurance Portability and Accountability Act, 
Privacy Rule and the Privacy Act policies and procedures 

• Procedures for Patients’ Rights to Access, Inspect and Obtain 
a Copy of their PHI 
• Procedure for Matters Related to Accounting of Disclosures of

PHI 
• Procedure for the Transmittal of Confidential Communication 

by Alternate Means or to an Alternate Location 
• Procedure for Requests for Correction/Amendment of PHI 

29 

https://www.ihs.gov/ihm/pc/part-2/chapter-7-health-insurance-portability-and-accountability-act-privacy-rule-and-the-privacy-act/
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IHS RELEASE OF INFORMATION 
POLICIES/PROCEDURES 

• RPMS Release of Information Disclosure User Manual 

• PROCEDURES FOR PATIENTS' RIGHTS TO ACCESS, INSPECT, AND OBTAIN A COPY OF THEIR PHI 

• Procedures for Access to Deceased Patient Records or Records of Non-U.S. Citizens not Lawfully Admitted for Permanent Residence 

• Request for Access to Deceased Patient Records by Persons Who Are Not The Deceased Patient's Personal Representative 

• PROCEDURE FOR MATTERS RELATED TO ACCOUNTING OF DISCLOSURES OF PHI 

• PROCEDURE FOR THE USE OR DISCLOSURE OF HEALTH INFORMATION PURSUANT TO AUTHORIZATION OR VALID WRITTEN REQUEST 

• PROCEDURE FOR SENDING AND RECEIVING PHI BY FACSIMILE 

• PROCEDURE FOR THE MAINTENANCE, USE, AND DISCLOSURE OF PSYCHOTHERAPY NOTES 

• PROCEDURE FOR ACCESS TO OR DISCLOSURE OF PHI OF UNEMANCIPATED MINORS 

• PROCEDURE FOR THE USE AND DISCLOSURE OF PHI FOR EMANCIPATED MINORS AND ADULTS WITH PERSONAL REPRESENTATIVES OR LEGAL 

GUARDIANS 

• PROCEDURE FOR VERIFICATION OF IDENTITY PRIOR TO DISCLOSURE OF PHI 

• PROCEDURE FOR THE DISCLOSURE OF PHI TO LAW ENFORCEMENT OFFICIALS 

• Procedure for limiting the use or disclosure of and requests for PHI to the Minimum Necessary 

• IHS Patient Forms 
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RIGHT TO REQUEST AN AMENDMENT 
Why? 

• Correct a perceived error 
• Omission 
• Add relevant information 

Remember – they have the right to request, that does 
not necessarily mean it will be amended 
IHS has the right to accept or deny the request 
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REQUEST FOR CORRECTION/AMENDMENT OF
PHI (1 OF 3) 
• A patient who believes their health information is inaccurate or

incomplete may submit a request, using the IHS 917 form, to the CEO or
(his or her) designee for correction or amendment of the record in
question. 
• This is part of patient’s rights under HIPAA. 45 CFR §164.526 
• While this is ultimately signed by the CEO, it is a clinical determination 

whether the record is changed/amended. 
• If a decision on the request for correction or amendment can be made

within 10 working days of the IHS' receipt of the request, the IHS will
notify the patient of the receipt of the patient's correction or
amendment request and its decision within that 10 day period. 
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IHS 917 FORM 
•The IHS 917 Request for Correction/Amendment of 
Protected Health Information has specific instructions for 
completion on Page 2 so ROI staff should be familiar with 
these so they can assist requestors. 

•Note there is also a space that needs to be completed by the 
facility on Page 2 when this form is used: 
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REQUEST FOR CORRECTION/AMENDMENT OF
PHI (2 OF 3) 
• The CEO or (his or her) designee, in consultation with the appropriate

staff member, will review the request for correction or amendment and
will inform the patient in writing within 60 days after receipt of the
request, of approval or denial of the request for correction or
amendment. 
• The IHS may extend the time frame one time only for no more than 30

days, if it informs the patient in writing using one of the reasons for the
delay and the date by which the IHS will act on the request. 
• Final approval will need to be received from the OGC. 
• The IHS-917 form will be electronically filed at the site of the contested

entry in the individual's medical record and maintained for the life of the
record. 
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REQUEST FOR CORRECTION/AMENDMENT OF
PHI (3 OF 3) 
• The Indian Health Manual, Part 2, Chapter 7, has sample letters that

can be used to respond do these requests 
• These letters will be scanned into VistA as an administrative 

document 
• Model Letters 2-7.9 
• Model Letter Approving Request for Correction or Amendment 
• Model Letter of Acknowledgement of Receipt of Request for

Correction or Amendment 
• Model Letter Denying Request for Correction or Amendment – 

Service Unit Letterhead and Address 
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     MODEL LETTER FOR CORRECTION OR 
AMENDMENT 

•Model  Letter of A cknowledgement  of R eceipt  of R equest  for Correction  or Amendment. 

•This  letter w ill  be  sent  to  the  patient  that  submits  a  917  while  the  request  is  reviewed. 
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APPROVED CORRECTION AMENDMENT 
• If the request to correct/amend is approved, follow the local policy 

to amend the record in the EHR and involve the appropriate staff – 
including if anything was billed with the incorrect 
diagnosis/procedure that now needs to be corrected by the billing 
staff. 
• The difference is that the patient initiated this correction or 

amendment. 
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MODEL LETTER APPROVING REQUEST 
FOR CORRECTION OR AMENDMENT 
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REQUIREMENTS IF REQUEST IS DENIED 
• If the patients request to correct/amend is denied: 
• Inform the patient (45 CFR § 164.526) 
• Timely, written denial must be issued 

• Plain language 
• Reason for denial 
• Describe the individual’s right to submit disagreement and how 

to file 
• Statement that the individual can request all documentation 

pertaining to the request be released along with all future 
releases 

• How to file a complaint and to whom as well as the Secretary 



     
  

MODEL LETTER DENYING REQUEST FOR 
CORRECTION OR AMENDMENT 
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ACCOUNTING OF DISCLOSURES (1 OF 2) 
• This is a part of patient’s rights. 45 CFR § 164.528 
• Individuals have a right to receive, upon request, an accounting of 

disclosures of PHI made by IHS, with certain exceptions 
• These exceptions include disclosures for treatment, payment or 

health care operations and disclosures that were authorized by the 
individual 
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ACCOUNTING OF DISCLOSURES (2 OF 2) 
• Disclosures that are subject to the accounting of disclosures 

requirement include those made when IHS is not a party to the 
litigation or proceeding that are made: 

1. As required by law 
2. For a proceeding before a health oversight agency 
3. In response to a subpoena, discovery request, or other lawful 

process 
• IHS uses form IHS-913 (Request For An Accounting of Disclosures) 

for these requests 
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IHS-913 
•IHS 913 Request for An Accounting of 
Disclosures Form. 

•Note: The list may be very long so ROI staff
should assist the requestor with this form – it 
should be as specific as possible (dates, 
entities, other organizations, etc.) to narrow 
the scope and provide the information 
needed. 
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CONFIDENTIAL COMMUNICATIONS 
• Confidential communications requirements. 
• This is a part of patient’s rights. 45 CFR § 164.522(b)(1) 
• Individuals may request to receive confidential communications

from the IHS, either at alternative locations or by alternative means 
• For example, an individual may request that the health care

provider call her at her office, rather than her home. A health care 
provider must accommodate an individual’s reasonable request for 
such confidential communications 
• IHS uses form IHS-963 (Request for Confidential Communication by

Alternative Means or Alternative Location) for these requests 

44 



       
       

        
  

IHS-963 
•Note that the IHS 963 Request for Confidential 
Communication By Alternative Means or Alternative Location 
requires action by the facility – request must be approved or 
denied: 
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REQUEST FOR RESTRICTIONS 
• Right of an individual to request restrictions on uses and disclosures. 45 

CFR § 164.522(a)(1) 
• Individuals have the right to request restrictions on how IHS will use and

disclose protected health information about them for treatment, 
payment, and health care operations 
• IHS is not required to agree to an individual’s request for a restriction, 

but is bound by any restrictions to which it agrees 
• We typically see this when a patient requests an employee not have

access to their medical record 
• IHS uses form IHS-912-1 (Request for Restrictions) for these requests 
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EXCEPTIONS TO RESTRICTIONS 
Exceptions include: 

◦ Emergencies 
◦ Public health authority 
◦ FDA disclosures 
◦ Work-related illness or injury 
◦ OSHA compliance 
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IHS-912-1 
•The IHS-912-1 Request for Restriction(s) form is used to 
restrict uses and disclosures. 

•Note there is also a space that needs to be completed by 
the facility to accept or deny the request and indicate which 
restriction(s) will be applied when this form is used. 
Depending on the request, this may require collaboration 
with other staff (clinical, patient registration, HIM, etc.): 
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REVOCATION OF RESTRICTIONS 
• Terminating a restriction. 
• This is a part of patient’s rights. 45 CFR § 164.522(a)(2) 
• Patients can remove the request for restrictions they previously 

requested 
• IHS uses form IHS-912-2 (Request for Revocation of Restriction(s)) 

for these requests 
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IHS-912-2 
•If a patient decides to change they no longer want the 
restriction they previously requested, the IHS-912-2 
Request for Revocation of Restriction(s) is used. 

•Note the facility doesn’t have a space on the form outlining 
the action taken but this revocation must be communicated 
to the rest of the facility. Depending on the request, this 
may require collaboration with other staff (clinical, patient 
registration, HIM, etc.). 
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   OTHER TYPES OF 
REQUESTS 

51 



 
    

  

 
  

 

I RECEIVED A REQUEST ABOUT A 
PATIENT, WHAT DO I DO? 
Type of request: 

• Subpoena 
• Court Order 
• Law enforcement 
• Informal request 
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SUBPOENA 
Two types of subpoena: 

• Subpoena for testimony – appear in court to 
give testimony 

• Subpoena duces tecum – requires production 
of record 
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WHAT COURT ISSUED THE SUBPOENA? 
• Federal 
• State 
• Tribal 

• The Federal government only complies with 
subpoena’s from “courts of competent 
jurisdiction” 

• Federal courts are considered “courts of 
competent jurisdiction” 
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FEDERAL COURT SUBPOENA 
• HIM Supervisor – Review subpoena ensuring all 

applicable requirements of the Privacy Act and 
HIPAA have been met 

• If necessary, have OGC review subpoena 
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COURT ORDER 
• Court orders follow the same process as subpoena’s 
• Ensure the order comes from a “court of competent 

jurisdiction” 
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LAW ENFORCEMENT 
Valid law enforcement request: 

• Must be a written request 
• Identifies in detail the particular records sought 
• Identifies the specific nature of the law 

enforcement activity (why records are needed – 
investigating assault, murder, etc.) 

• From the head of the local law enforcement 
division 
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LAW ENFORCEMENT – INVALID REQUEST 
• Verbal request from a law enforcement officer 

presenting at facility 
• Request from a jail for an incarcerated individual 

without written authorization 
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OTHER ENFORCEMENT AGENCIES 
These entities may be: 

• Federal 
• State 
• Tribal law enforcement officials 
• State licensure boards that have law 

enforcement authority 
• Disclosures of PHI to law 
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INFORMAL REQUESTS 
• Telephone calls from state agency requesting 

employee information 
• Tribal organization requesting statistical information 

on IHS employees 
• Determine if a FOIA needs to be completed. 

• Any information that is not publicly available is 
generally required to follow the FOIA process 
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HOW ARE INFORMAL REQUESTS 
HANDLED? 
• Telephone/Verbal - have the requestor put their 

request in writing 
• Review if the request – will this violate HIPAA or the 

Privacy Act? 
• If needed, forward request to OGC for final approval 
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RPMS ROI 
BRN PACKAGE AND REPORTS 



  
             

             
        

           

HIPAA REQUIREMENT – LOG DISCLOSURE 
•Patients have the right to an accounting of disclosures of PHI (45 CFR 
§164.528) made by a covered entity in the six years prior to the date 
on which the accounting is requested (exceptions for TPO, etc.). 

•Disclosures  are  logged  in  RPMS in  the  BRN package. 
•These should be entered into the BRN as soon as the request is 
processed. 
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RPMS SECURITY KEYS FOR BRN 
HIM Manager security keys: 

• BRNZMENU 
• BRNZMGR 
• BRNZDELETE 
• BRNZEDIT 

HIM ROI staff security keys: 
• BRNZEDIT 
• BRNZMGR 



RELEASE OF INFORMATION (ROI) MENU     

65 



 ADDITIONAL MENU OPTIONS 
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 ADDING A NEW DISCLOSURE 
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Remember at any prompt- 2 
question “??” marks will display 
the choices available 

EXAMPLE OF ADDING A DISCLOSURE 
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A few more prompts 
and this process is 
complete. 

Along the way some 
can be jumped, while 
others are required 
for completion. 

ADDING FREE TEXT 
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  DOCUMENTING DISCLOSURE 
DESCRIPTION 
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RPMS MENU OPTION – PATIENT 
DISCLOSURE LOG 
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   PATIENT DETAIL DISCLOSURE LOG 
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WORKLOAD REPORTS 
•Used when HIM Directors want to monitor workload of ROI staff for 
various reasons; PMAPs, auditing, etc. 
•Also can be used to look at how many ROIs are coming into the 
facility per month/quarter/year – justify additional staff, OT, etc. 
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  MANAGEMENT REPORT OPTIONS 
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  LOOKING AT WORKLOAD 
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RPMS MENU OPTION TO DEL – DELETE 
OPEN DISCLOSURE RECORDS 
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DEL DELETE OPEN DISCLOSURE RECORDS 
•Use  this Option  to  DELETE  an  Open Disclosure.  

•Closed  disclosures cannot  be  deleted.  

•The disclosure and verification message are displayed to ensure that you 
selected the correct disclosure. 

1. To delete an open disclosure, type DEL at the prompt in the ROI Disclosure 
Edit Menu. 

2. Type the date the disclosure was initiated, the disclosure number, the 
patient’s name, or the patient’s HRN at the “Select Disclosure by Patient or by 
Disclosure Date or Disclosure #:” prompt. 

3. The message Disclosure Record Deleted will be displayed. 
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  ROI REPORTS MENU 
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CNT – COUNT CLOSED DISCLOSURE BY 
PURPOSE/DATE RANGE 
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EDIT/CORRECT ERRORS 

This menu contains options 
which allow a user to 
edit/enter several fields in 
the ROI system. 
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RPMS BRN 
ENHANCEMENTS & FEATURES 
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BRN – ROI NAMESPACE 

• BRN v2.0 p5 
• Beta Testing 7/10-8/22 
• Release date 8/31/2023 



  

       
             
 
           

 
           

 
       

             

NEW FEATURES IN BRN V2.0 P5 
•Six  new  features 

• Most new features are in the Report option 
• ACT Report changes: add ability to view by Facility, ability to select facility or 

ALL facilities 
• DDL Report Update: Add print function for patient without any disclosures; 

for all disclosures 
• Modification to field length on the disclosure ticket number in Patient Detail 

Disclosure Log 
• Enhancement to disclosure entry – current limit set to 1000 
• ACT report changes: bug fix when the report requested is the same day 
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QUESTIONS? 
Contact Information 
Jennifer Farris, MHSA MJIL, RHIA, CHPS 
Oklahoma City Area Office, IHS 
405-951-3708 
jennifer.farris@ihs.gov 

Jacqueline L. Candelaria, CPC 
Albuquerque Area Office, IHS 
505-256-6740 
jacque.candelaria@ihs.gov 

mailto:jacque.candelaria@ihs.gov
mailto:jennifer.farris@ihs.gov


         

      

            

              

 
          

      

RESOURCES 
• Office for Civil Rights. Disclosures for Emergency Preparedness – A Decision Tool: Authorization 

https://www.hhs.gov/hipaa/for-professionals/special-topics/emergency-preparedness/authorization/index.html 
• Office for Civil Rights. Personal Representatives https://www.hhs.gov/hipaa/for-

professionals/privacy/guidance/personal-representatives/index.html 

• “How To Request Your Medical Records”, Journal of AHIMA. Dimick, Chris and Butler, Mary.
https://journal.ahima.org/2012/03/01/how-to-request-your-medical-records/ 

• Office for Civil Rights. Uses and Disclosures for Treatment, Payment and Health Care Operations
https://www.hhs.gov/hipaa/for-professionals/privacy/guidance/disclosures-treatment-payment-health-care-
operations/index.html 

• HIPAA Checklist for Valid Authorizations 
• RPMS Release of Information User Manual Release of Information Disclosure System (BRN) (ihs.gov) 

• Health Information Portability and Accountability Act 
• IHS/OIT/DIT Practice Management Program-Practice Management Informaticist (Toni Johnson) 
• And a THANK YOU to Patricia Cerna for the list of links for IHS ROI Policies/Procedures (slide 30) 
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https://www.hhs.gov/hipaa/for-professionals/special-topics/emergency-preparedness/authorization/index.html
https://www.hhs.gov/hipaa/for-professionals/privacy/guidance/personal-representatives/index.html
https://www.hhs.gov/hipaa/for-professionals/privacy/guidance/personal-representatives/index.html
https://journal.ahima.org/2012/03/01/how-to-request-your-medical-records/
https://www.hhs.gov/hipaa/for-professionals/privacy/guidance/disclosures-treatment-payment-health-care-operations/index.html
https://www.hhs.gov/hipaa/for-professionals/privacy/guidance/disclosures-treatment-payment-health-care-operations/index.html
HIPAA%20Checklist%20for%20Valid%20Authorization.pdf
https://www.ihs.gov/rpms/packagedocs/BRN/brn_020.01u.pdf
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